
 

ISMS Policy 

 

This policy is based on ISO 27001:2013 international standard for information security. Gyoseki 

believe that each user’s information is unique and important, and therefore, we are committed to 

ensuring that all users’ information is managed with highest integrity and security.  

 

Policy Detail 

 

Information Asset Management 

1. We will take appropriate organizational and technical measures to ensure the confidentiality, 

integrity, and availability of information assets entrusted to us by our customers, and respond 

to changing information technologies and new threats.  

2. We will implement appropriate measures based on the results of risk assessment to protect 

information assets from all threats such as negligence, accidents, disasters and crimes. In the 

unlikely event that an information security problem occurs, we will investigate the cause and 

implement countermeasures promptly to minimize the damage and prevent recurrence.  

 

Establishing Compliance Awareness of All Employees 

3. We will strive to raise and maintain awareness by implementing information security education 

and thoroughly disseminating the policy to all employees. 

 

Constant Enhancement of Information Security 

4. We set management system and information security objectives, regularly review them, and 

continuously implement and maintain improvements. 

 

Investment of Management Resources 

5. Delegate responsibility and authority to the manager in order to execute, maintain and improve 

the management system. We will invest resources such as personnel, equipment, technology, 

capital, and intellectual property within rational range in order for to execute this.  
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